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PRESS RELEASE 

National Insider Threat Special Interest Group Announces  
Insider Threat Symposium & Expo, March 31, 2015 

 
Silver Spring, Maryland  
The National Insider Threat Special Interest Group (NITSIG) announced that it will hold a FREE 1 day 
Insider Threat Symposium & Expo.  The Insider Threat Symposium & Expo was created in the wake of the 
recent data breaches affecting the U.S. Government (WikiLeaks, NSA Breach), and the continued damaging 
and costly insider threat incidents to businesses. 
 
A recent FBI and Department of Homeland Security Alert reported there has been an increase in computer 
network exploitation and disruption by disgruntled and /or former employees. The FBI and DHS assess that 
disgruntled and former employees pose a significant cyber threat to U.S. businesses due to their authorized 
access to sensitive information and the networks businesses rely on. Companies victimized by current or former 
employees incur costs from $5,000 to $3 million. 
 
Location: 
John Hopkins University - Applied Physics Laboratory (JHU-APL) Kossikoff Center 
11100 Johns Hopkins Road  
Laurel, MD 20723-6099 
See Below For More Information: 
https://ep.jhu.edu/locations/apl/directions 
 
Time: 
8AM-5PM 
 
Who Should Attend? 
 Are you responsible for or involved in developing and implementing an Insider Threat Program for your 

government agency or business? 
 Are you looking for guidance for compliance with Executive Order 13587 - National Insider Threat Policy 

and NISPOM Conforming Change 2 - Insider Threat? 
 Are you looking to identify threats, vulnerabilities and weaknesses within your organization that could 

enable a malicious insiders actions? 
 Are you seeking risk mitigation strategies and actionable steps that can be taken to detect and deter insider 

threats within your organization? 
 
 
 

http://www.ic3.gov/media/2014/140923.aspx
https://ep.jhu.edu/locations/apl/directions


 
 The NITSIG Symposium & Expo is a MUST ATTEND event for U.S. Government employees, Defense 

Industrial Base contractors and businesses looking to expand their knowledge in the areas of Insider 
Threat Program Development and Implementation, Insider Threat Awareness and Training and Insider 
Threat Risk Mitigation Strategies. 

 
Insider Threat Symposium & Expo 
 The Insider Threat Symposium & Expo is exclusively focused on Insider Threat Awareness and Training, 

Insider Threat Program Development and Implementation and Insider Threat Risk Mitigation. 
 The Insider Threat Symposium & Expo will provide attendees with access to a broad network of security 

professionals to collaborate with on Insider Threat Risks, Insider Threat Detection, Insider Threat Risk 
Mitigation Strategies and Insider Threat Program Development, Implementation and Management. 

 The symposium will include speakers from the Defense Intelligence Agency (DIA), Federal Bureau of 
Investigation (FBI), National Institute of Standards and Technology (NIST), Information Security 
Oversight Office (ISOO), DoD, Boeing and other Insider Threat Subject Matter Experts. . (Speakers Info 
On Website 

 There are also plans to have a discussion panel of Insider Threat Experts that will provide attendees with 
useful information on developing, implementing and managing an Insider Threat Program, hurdles, 
challenges, best practices and quick wins for insider threat risk mitigation.   

 The expo will include vendors that have proven technologies and services (Currently Used By The 
Government / Private Sector) for Insider Threat Detection, Insider Threat User Activity Monitoring Tools, 
Insider Threat Program Management Services, Insider Threat Program Training Services, Insider Threat 
Investigation Services, data loss prevention tools and data breach discovery services, etc. 

 The target audience for the Insider Threat Symposium & Expo is for individuals that responsible for, or 
involved in Insider Threat Risk Mitigation. 

 The target audience for the Insider Threat Symposium & Expo is for individuals that are involved in, or 
support insider threat risk mitigation. 
 Insider Threat Program Manager, Insider Threat Program Personnel / Analyst 
 Human Resources / Personnel Security 
 Physical Security / Facility Security Officers 
 Counterintelligence Investigators  
 C-Suite Management (CEO) / Senior Directors  
 Mid Level Management / Business Unit Managers 
 Chief Risk Officer / Risk Management 
 Chief Privacy Officer  
 Chief Information Officer (CIO) / Information Technology (IT) Department  
 Chief Information Security Officer (CISO) 
 Cyber Security Program Manager 
 Information Systems Security Manager / Officer 
 Information Assurance Manager / Officer 
 Network Security / IT Security / Database Administrators 
 Security, Education Training And Awareness  
 Computer Security Incident Response Team 
 Records / Information Management 
 Contracting Officer (COTR) 
 Legal / General Counsel 

 
 
 
 
 
 
 

http://nationalinsiderthreatsig.org/nitsig-insiderthreatsymposiumexpo.html


 
Insider Threat Symposium & Expo Tickets 
The link to the FREE Insider Threat Symposium & Expo Tickets can be found here: 
Please note there are a limited number of tickets available. 
http://nationalinsiderthreatsig.org/nitsig-insiderthreatsymposiumexpo.html 
 
Note: 
You must be a U.S. Citizen to attend this event. A valid Drivers License or U.S. Government issued ID is 
required at the door. 
 
For more information about joining the NITSIG or attending NITSIG Meetings, please visit; 
www.nationalinsiderthreatsig.org 
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